Cookie Policy

Please read carefully the following details on our procedures on safety and processing of personal data and, in general on our confidentiality policy. The fact of accessing this web site implies that you have read and accept in your own name or in the name of the entity you represent, without any reservations that your personal data be treated in the terms detailed hereinafter.

1.- Anonymous Visits

2.- Cookies

1.- Anonymous Visits

This web site may be visited without the user having to communicate us his/hers identity. In said case, the servers of Lecta Group Companies will only obtain and store information related to the name of the domain of your provider (PSI) and/or the IP address which grants access to the net. For instance, a user of the provider XXX shall be only identified with the domain xxx.es and/or the IP address. Likewise, our servers shall be able to register the Internet address from where the user has linked with our web site.

This information shall be used by Lecta Group Companies to control the number of visits, the time spent, the pages seen and other statistics about the users of our Web site, which allow us to check the correct functioning of our web site and make its use easier and more pleasant.

2.- Cookies

Cookies policy

Our website uses cookies, small data files generated in the user’s computer which allow us to obtain information regarding the date and time of the user’s last visit to our website, the amount of time spent on the site, the content displayed and other statistics related to our website.

When navigating or using our services, users agree to our use of cookies. Users have the option of blocking the generation of cookies by selecting the corresponding option on their browser.
However, the company is not responsible when the deactivation of cookies prevents the website from working properly.

What is a cookie?

A cookie is a small fragment of text that websites send to the browser and that is stored in the user’s terminal, which may be a personal computer, a mobile phone, a tablet, etc. These files make it possible for the website to remember information about the date and time of the user’s last visit to the website, the amount of time spent on the site, the content displayed and other statistics related to our website. Cookies play an important role because they enhance the user’s experience of our website.

How are cookies used?

When visiting our website, users accept that cookies may be installed in their terminal and that they allow us to obtain the following information:

- Date and time of the user’s last visit to our website.
- Design of the content users chose during their first visit to our website.
- Security elements involved in access control to restricted areas.
- The user’s encrypted ID in our database.
- The user’s login.
- The date on the server and the user’s local date.
- The default language of the publication.
- Statistical data on use of the website.

Types of cookies used

This website uses both temporary, or session, cookies and permanent cookies. Session cookies store data only while the user is accessing the website. Permanent cookies store data in the terminal so they can be accessed and used in more than one session.

Depending on the purpose of the processing of data obtained through cookies, the website may use:

Technical cookies

These cookies allow the user to navigate the website or application and to make use of the different options and services offered, such as control of data traffic and communication, session identification, access to restricted web areas, recollection of elements included in an order, registration or attendance requests for an event, use of security elements while navigating the site and storage of content for video or sound broadcast.
Personalized cookies

These cookies allow users to access the service with some general features either preset in their terminal or set by the user (for example, language, type of browser used to access the service, design of selected content, geolocation of the terminal and regional configuration from where the service is accessed).

Statistical analysis cookies

These cookies allow monitoring and analysis of the user’s behavior on websites. Information gathered with this type of cookie is used for the measurement of the activity of websites, applications or platforms and the creation of navigation profiles of the users of those sites, with the aim of introducing improvements in the service on the basis of how users use the site.

Third party cookies

These cookies permit managing and improving the services offered (for example, the statistical services of Google Analytics).

How to manage cookies in your browser?

Users have the option of allowing, blocking, or deleting the cookies installed in their device through the configuration of the options installed in their browser:

To adjust permits regarding cookies in Google Chrome:

- Click on the Chrome menu on the browsers toolbar.
- Select Settings.
- Click Show advanced settings.
- In the “Privacy” section, click the Content settings button.
- In the “Cookies” section, you can change the cookie settings.

For more information about Google Chrome

To adjust settings for cookies in Mozilla Firefox:

- On the upper part of the Firefox window, click on Firefox button.
- Select Options.
- Select the Privacy panel.
- In the option Firefox will: select Use custom settings for history.

For more information about Mozilla Firefox
To adjust settings for cookies in Internet Explorer 9:

- On the upper part of the Internet Explorer window, click on the Tools button.
- Point to Safety, and then tap or click Delete browsing history to delete the cookies.
- Select the Cookies check box and click on Delete.
- Select the Privacy tab and under Settings drag the slider to the top to block all the cookies or to the bottom to allow all the cookies. Then, click on OK.

For more information about Internet Explorer

If you choose to block the use of cookies in your browser, some services and functions of the website may not be available.

In some browsers, some specific rules may be set up to manage cookies by website, which offers more precise control of privacy. This means cookies may be disabled for all sites except those you trust.